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This Security Addendum? is incorporated into and made a part of the written agreement between Snowflake
and Customer that references this document (the “Agreement”) and any capitalized terms used but not
defined herein shall have the meaning set forth in the Agreement. In the event of any conflict between the
terms of the Agreement and this Security Addendum, this Security Addendum shall govern.
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Snowflake utilizes infrastructure-as-a-service cloud providers as further described in the Agreement and/or
Documentation (each, a “Cloud Provider”) and provides the Service to Customer using a VPC/VNET and
storage hosted by the applicable Cloud Provider (the “Cloud Environment”).
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Snowflake maintains a comprehensive documented security program based on NIST 800-53 (or industry
recognized successor framework), under which Snowflake implements and maintains physical,
administrative, and technical safeguards designed to protect the confidentiality, integrity, availability, and
security of the Service and Customer Data (the “Security Program”), including, but not limited to, as set
forth below. Snowflake regularly tests and evaluates its Security Program, and may review and update its
Security Program as well as this Security Addendum, provided, however, that such updates shall be
designed to enhance and not materially diminish the Security Program.
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1 For clarity, where Customer’s Agreement refers to the defined term “Security Policy”, such reference shall be interpreted to refer to
this exhibit.
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1. Snowflake’s Audits & Certifications

1. Snowflake DEE R UFEIE

1.1. The information security management system used to provide the Service shall be assessed
by independent third-party auditors as described in the following audits and certifications (“Third-
Party Audits”), on at least an annual basis:
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e |SO 27001, 27017, 27018, 9001
ISO27001, 27017, 27018, 9001

e SOC2Typell
SOC244 71

e SOC 1Typel
SOC144 71

e For Snowflake’s Business Critical Edition and Virtual Private Snowflake Edition only:

o

o

PCI-DSS Service Provider Level 1 Certification

FedRAMP Moderate and FedRAMP High authorizations in certain U.S. Regions
(as described in the Documentation)

U.S. state government authorizations (e.g., StateRAMP or TX-RAMP) (“State
Authorizing Programs”) in certain U.S. Regions (as described in the
Documentation)

HITRUST CSF Certification

IRAP at the Protected Level in certain Australian Regions (as described in the
Documentation)
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1.2. Third-Party Audits are made available to Customer as described in Section 9.2.1.
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1.3. To the extent Snowflake decides to discontinue a Third-Party Audit, Snowflake will adopt or
maintain an equivalent, industry-recognized framework.
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1.4. Information related to Snowflake-identified controls for which Customer is responsible in
connection with FedRAMP, State Authorizing Programs, IRAP, and PCI-DSS is available upon
written request by Customer. Customer is responsible for performing an independent assessment
of its responsibilities under any of the foregoing.
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2. Hosting Location of Customer Data
2. BET—2DOKRRT 1 T Hig

2.1. Hosting Location. The hosting location of Customer Data is the production Cloud
Environment in the Region offered by Snowflake and selected by Customer on an Order Form or
as Customer otherwise configures via the services.
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3. Encryption

3.1. Encryption of Customer Data. Snowflake encrypts Customer Data at-rest using AES 256-bit
(or better) encryption. Snowflake uses Transport Layer Security (TLS) 1.2 (or better) for Customer
Data in-transit to/from the Service over untrusted networks.

31. BEET—HSDEESE{t Snowflake [F. AES 256 ARXX (T h & YEKEDESIEAXER
WCTEET—2DRET—S (data at rest) #ESLLET ., EEEOENRY FO—JLTD
AY—ERICHTEIRIEARAY—ERDNLDBEET—FEEICE. FSURKR—FLAYEF2Y)
T4 (TLS) 12RIFIh&LYBEKEDAREZFERLET .

3.2. Encryption Key Management. Snowflake’s encryption key management conforms to NIST
800-53 and involves regular rotation of encryption keys. Hardware security modules are used to
safeguard top-level encryption keys. Snowflake logically separates encryption keys from Customer
Data.
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4. System & Network Security

4.

VRATLERURY FT—=ODEFa T4

4.1. Access Controls.

4.1.
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4.1.1. All Snowflake personnel access to the Cloud Environment is via a unique user ID,
consistent with the principle of least privilege, leveraging single-sign on (SSO) and role-
based access controls or a VPN connection, as well as multi-factor authentication and
passwords meeting or exceeding PCI-DSS length and complexity requirements.
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4.1.2. Snowflake personnel will not access Customer Data except (i) as reasonably
necessary to provide Snowflake Offerings? under the Agreement or (ii) to comply with the
law or a binding order of a governmental body.
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4.2. Endpoint Controls. For access to the Cloud Environment, Snowflake personnel use
Snowflake-issued laptops which utilize security controls that include, but are not limited to, (i) disk
encryption, (ii) endpoint detection and response (EDR) tools to monitor and alert for suspicious
activities and Malicious Code (as defined below), and (iii) vulnerability management in accordance
with Section 4.7.3 (Vulnerability Management).

4.2.
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2 |f Snowflake Offering(s) is not defined in the Agreement, “Snowflake Offering(s)” means the Service, Technical Services (including
any Deliverables), and any support and other ancillary services (including, without limitation, services to prevent or address service

or technical problems) provided by Snowflake.
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4.3. Separation of Environments. Snowflake logically separates production environments from
development environments. The Cloud Environment is both logically and physically separate from
Snowflake’s corporate offices and networks.
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4.4. Firewalls / Security Groups. Snowflake shall protect the Cloud Environment using industry
standard firewall or security groups technology with deny-all default policies to prevent egress and
ingress network traffic protocols other than those that are business-required.
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4.5. Hardening. The Cloud Environment shall be hardened using industry-standard practices to
protect it from vulnerabilities, including by changing default passwords, removing unnecessary
software, disabling or removing unnecessary services, and regular patching as described in this
Security Addendum.
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4.6. Monitoring & Logging.
46. EZRYITRUOTER

4.6.1. Infrastructure Logs. Monitoring tools or services, such as host-based intrusion
detection tools, are utilized to log certain activities and changes within the Cloud
Environment. These logs are further monitored, analyzed for anomalies, and are securely
stored to prevent tampering for at least one year.
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4.6.2. User Logs. As further described in the Documentation, Snowflake also captures
logs of certain activities and changes within the Account and makes those logs available
to Customer for Customer’s preservation and analysis.
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4.7. Vulnerability Detection & Management.
47. BRBEORMBE UK

4.7.1. Anti-Virus & Vulnerability Detection. The Cloud Environment leverages advanced
threat detection tools with daily signature updates, which are used to monitor and alert for
suspicious activities, potential malware, viruses and/or malicious computer code
(collectively, “Malicious Code”). Snowflake does not monitor Customer Data for Malicious
Code.
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4.7.2. Penetration Testing & Vulnerability Detection. Snowflake regularly conducts
penetration tests and engages one or more independent third parties to conduct
penetration tests of the Service at least annually. Snowflake also runs weekly vulnerability
scans for the Cloud Environment using updated vulnerability databases.
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4.7.3. Vulnerability Management. Vulnerabilities meeting defined risk criteria trigger
alerts and are prioritized for remediation based on their potential impact to the Service.
Upon becoming aware of such vulnerabilities, Snowflake will use commercially reasonable
efforts to address private and public (e.g., U.S.-CERT announced) critical and high
vulnerabilities within 30 days, and medium vulnerabilities within 90 days. To assess
whether a vulnerability is ‘critical’, ‘high’, or ‘medium’, Snowflake leverages the National
Vulnerability Database’s (NVD) Common Vulnerability Scoring System (CVSS), or where
applicable, the U.S.-CERT rating.
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5. Administrative Controls

5.
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5.1. Personnel Security. Snowflake requires criminal background screening on its personnel as
part of its hiring process, to the extent permitted by applicable law.
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5.2. Personnel Training. Snowflake maintains a documented security awareness and training
program for its personnel, including, but not limited to, onboarding and on-going training.
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5.3. Personnel Agreements. Snowflake personnel are required to sign confidentiality agreements.
Snowflake personnel are also required to sign Snowflake’s information security policy, which
includes acknowledging responsibility for reporting security incidents involving Customer Data.
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5.4. Personnel Access Reviews & Separation. Snowflake reviews the access privileges of its
personnel to the Cloud Environment at least quarterly, and removes access on a timely basis for
all separated personnel.
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5.5. Snowflake Risk Management & Threat Assessment. Snowflake’s risk management process
is modeled on NIST 800--53 and ISO 27001. Snowflake’s security committee meets regularly to
review reports and material changes in the threat environment, and to identify potential control
deficiencies in order to make recommendations for new or improved controls and threat mitigation
strategies.

55. Snowflake DYRI IR LAY FRUBEEME Snowflake DYRIIRT AL FDTA
T X[&. NIST800---53 R ISO 27001 [CHEHLL TLVE T, Snowflake DEF 1) 71 RERIL.
BBRREOLAR— FRUBRGELRIZOVWTHEL, X2 ) T AEROEBEMRMRZEZRET S
FHOICERMICS—T 4 VT T, £X 2 T4 AR RUBBNEBEOFHHREA X (T581E(Z
BT HREZITVET,

5.6. External Threat Intelligence Monitoring. Snowflake reviews external threat intelligence,
including U.S.-CERT vulnerability announcements and other trusted sources of vulnerability reports.

7



U.S.-CERT announced vulnerabilities rated as critical or high are prioritized for remediation in
accordance with Section 4.7.3 (Vulnerability Management).
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5.7. Change Management. Snowflake maintains a documented change management program for
the Service.
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5.8. Vendor Risk Management. Snowflake maintains a vendor risk management program for
vendors that process Customer Data designed to ensure each vendor maintains security measures
consistent with Snowflake’s obligations in this Security Addendum.
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6. Physical & Environmental Controls
6. PEMNEVREETOIY FO—L

6.1. Cloud Environment Data Centers. To ensure the Cloud Provider has appropriate physical
and environmental controls for its data centers hosting the Cloud Environment, Snowflake regularly
reviews those controls as audited under the Cloud Provider’s third-party audits and certifications.
Each Cloud Provider shall have a SOC 2 Type Il annual audit and 1SO 27001 certification, or
industry recognized equivalent frameworks. Such controls, shall include, but are not limited to, the
following:

6.1. V59 FBRENT—2t2E— USURBREERRATAUITEHT—424t%—ICEL
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6.1.1. Physical access to the facilities are controlled at building ingress points;
6.1.1. MEEADIBAYEEYMOAOTHRHAT 5,

6.1.2. Visitors are required to present ID and are signed in;

6.1.2. FARIEICIE. ID DIRTEALERBEADERERD D,

6.1.3. Physical access to servers is managed by access control devices;
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6.1.3. Y—N—~DOYEBHT7 I X%, TV EAFHEEICL YRHT 5,

6.1.4. Physical access privileges are reviewed regularly;

6.1.4. YEWTIELADEREEHMICRET,

6.1.5. Facilities utilize monitor and alarm response procedures;

6.1.5. MRTEEZHU Y - BEVRATLEFRT %,

6.1.6. Use of CCTV;

6.1.6. CCTV Z%AY %,

6.1.7. Fire detection and protection systems;

6.1.7. NKBHMBRUHLELRT L

6.1.8. Power back-up and redundancy systems; and

6.1.8. BRNYITVYITRURARESATL

6.1.9. Climate control systems.

6.1.9. ZEHIRTL
6.2. Snowflake Corporate Offices. While Customer Data is not hosted at Snowflake’s corporate
offices, Snowflake’s technical, administrative, and physical controls for its corporate offices covered

by its ISO 27001 certification, shall include, but are not limited to, the following:
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6.2.1. Physical access to the corporate office is controlled at office ingress points;
6.21. FEAFT T4 AANDIAYIEF T 4 ADAATHRET 5

6.2.2. Badge access is required for all personnel and badge privileges are reviewed
regularly;

6.2.2. RAYIREBICAFZETSE. AELIOAMEZEHRNICRET,
6.2.3. Visitors are required to sign in;
6.2.3. FMEBICIALEEE~NDERLERDD,

6.2.4. Use of CCTV at building ingress points;



6.2.4. EMOAQIZIXCCTV #HRET 5.
6.2.5. Tagging and inventory of Snowflake-issued laptops and network assets;

6.2.5. Snowflake HAZIAD / — kXY AV RURY FT—HEFED2 T RUVEHE
) 2 MMERK.

6.2.6. Fire detection and sprinkler systems; and
6.2.6. KEKBREMKR UL R T L
6.2.7. Climate control systems.
6.2.7. ZIRAVATL
7. Incident Detection & Response
7. AVVTY FORBRURIE

7.1. Security Incident Reporting. If Snowflake becomes aware of a breach of security leading to
the accidental or unlawful destruction, loss, alteration, unauthorized disclosure of, or access to
Customer Data (a “Security Incident”), Snowflake shall notify Customer without undue delay, and
in any case, where feasible, notify Customer within 72 hours after becoming aware?. To facilitate
timely notification, Customer must register and maintain an up-to-date email within the Service for
this type of natification. Where no such email is registered, Customer acknowledges that the means
of notification shall be at Snowflake’s reasonable discretion (which may include using the
Customer-designated email address associated with the OrgAdmin or AccountAdmin roles of the
affected Account(s)) and Snowflake’s ability to timely notify shall be negatively impacted.

71 EXa2UTA4A4UITY RE Snowflake &, BEET— 2 DER T EXZTAICKL DK
T, k. REBLLZEMBATRIIEI7Z7 IV ERADRERELLZEXF2) T 148K (UTF %2
TAAYTUR EVWVWET, ) FIBELLEEIZIE., BFRICTAGEELC (AETHN
FZDHREZM oL EMND T2RURNIC) ERKTLHEDELFET S, BERHREMEZTI2HIC.
BEHKE. COLSIBBHDEDIZAY—ERIZERHFOEF A —ILEEZEL. #iETI20ELH
YUET, COEIBEFA—IHEBRINTLENMEES., BFKIL. EMOFEIEL Snowflake D
FEMLBHREICESDDEL (CThIZE, £EEZ2RTFH5T7HhV 2 DO OrgAdmin X (&
AccountAdmin DR EZEEM T ON=EEHENEET IEFA—IT FLRAZFERAT LI LN
EENET, ) . Snowflake DFEFFBHFENICHR AT 4 TLREEZRIFTLE#RHLET,

7.2. Investigation. In the event of a Security Incident as described above, Snowflake shall promptly
take reasonable steps to contain, investigate, and mitigate any Security Incident. Any logs
determined to be relevant to a Security Incident, shall be preserved for at least one year.

3 For clarity, where Customer’s Agreement refers to the defined term “Security Breach”, such reference shall be interpreted to refer
to Security Incident, as defined herein.

ML IT-OIHETSE. BEROERZNIZEWNT M2 718K (Security Breach) | &WVS AEARAWLSATLY
BBAICE, FREBEEICTERT A EXaAVTAAI VTV REEKRTDHIDELET,
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72, AE MEICEDSIEX1UTAAUOTU MARELEZEEICIE, Snowflake 1§ D *d
. RERVEZEERO-OOAENGREEZECNIMAILDELEY, tXaUT110Y
T MIEENHDEBONDZOTEIAT, 1FULEREFELET,

7.3. Communication and Cooperation. Snowflake shall provide Customer timely information
about the Security Incident to the extent known to Snowflake, including, but not limited to, the nature
and consequences of the Security Incident, the measures taken and/or proposed by Snowflake to
mitigate or contain the Security Incident, the status of Snowflake’s investigation, a contact point
from which additional information may be obtained, and the categories and approximate number of
data records concerned. Notwithstanding the foregoing, Customer acknowledges that because
Snowflake personnel may not have visibility to the content of Customer Data, it may be unlikely
that Snowflake can provide information as to the particular nature of the Customer Data, or where
applicable, the identities, number, or categories of affected data subjects. Communications by or
on behalf of Snowflake with Customer in connection with a Security Incident shall not be construed
as an acknowledgment by Snowflake of any fault or liability with respect to the Security Incident.

7.3. E#HREUHEA Snowflake (. BEHICH LT, BELTVWSEHOEX1UT M2
TUMERERA ALY —IZRBEIDIIDELET, ChICE, X2V T4V TOLOME
RUFZE., Snowflake NEB IR RD=HIZEE LXIEEEL LS5 & T 5HEE. Snowflake 12
K BAERT. BMNEROBUNAEDLEE., S5I2, EEEZZTHT— I LHDEERUEE LT
DUHBEEHTEITN., ChALICTEBRONFEFA, EEOBEICEMDDLLT . EEHKIE.
Snowflake HEBHLIBEET—FDRNBRERDLIENTELZLDLE LAALV®H. Snowflake HEE
ET—ADOERNGMEICET S1ER. RITEEEZTE5T—2ERDOET. HHXILIELHEICH
THRBRERBETEDIARMEEIFEREICEVDADB LA EEZTHRLET, Snowflake NHEEH
IZEXa)T44200TY MCEET 28K % L1-Z & XL Snowflake DF=HIZF D & 5 %ESK
MNEn=2&%HoT. Snowflake BNEFDEF 1Y T4V TU MIBETHBARIIEREESE
O-ELDEFBREINGTVEDELET,

8. Deletion of Customer Data.
8. BET—IDHE

8.1. By Customer. The Service provides Customer controls for the deletion of Customer Data, as
further described in the Documentation.

8.1 BERICEIDHEE AY—ERFIBERICEET 2 ZHIKRYT HERZAFS5LET (G
FrRFaAvT—YavitERRENET, )

8.2. By Snowflake. Subject to applicable provisions of the Agreement, upon the later of (i)
expiration or termination of the Agreement and (ii) expiration of any post-termination “retrieval
period” set forth in the Agreement, Snowflake shall promptly delete any remaining Customer Data.

8.2. Snowflake IZ& HHE EXARZNDERDHIEZHUEZETFTIAHAELEFHELT,
Snowflake (&, ()VEARZHIOHRET XL, RUPHEXRZNISHESNLIKTRO IEROD
] OLWITHMEVNANRELIZLEF, EONZ, BETIEET 2 EHETHILDEL
F9,
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9. Customer Rights & Shared Security Responsibilities

9.

BEROEFRUVEX 1) T« ICBHT5EERF

9.1. Customer Penetration Testing. Customer may provide a written request for a penetration
test of its Account (“Pen Test”) by submitting such request via a support ticket. Following receipt
by Snowflake of such request, Snowflake and Customer shall mutually agree in advance on details
of such Pen Test, including the start date, scope and duration, as well as reasonable conditions
designed to mitigate potential risks to confidentiality, security, or other potential disruption of the
Service or Snowflake’s business. Pen Tests and any information arising therefrom are deemed
Snowflake’s Confidential Information. If Customer discovers any actual or potential vulnerability in
connection with a Pen Test, Customer must immediately disclose it to Snowflake and shall not
disclose it to any third-party.

91 BEHICLEZIBATRAL BEHKIE. BoD7HIY FORBATRAE (UT MBATRA L]
EWLWWET, ) . UYR—FFT Yy MIKYEBTHLAD I ENTEZET . Snowflake HEEL
AAZEZITI=#&. Snowflake RUBERIE. BATRX FOREH. SERUEHRB. S 52, W&
BEELLEEX 1Y TAADEBENY XY XIFFDMAY—ERE L < 1% Snowflake £ D+
BICk D EOBRBDI-HDEEMLBEHLTLE. BATRX FOHMEHZHRICEET I DL
LET. BRATR FRUZNIZEY B ENT-ERIE Snowflake DMEHFHREALINFET, BF
BROBATR MIBEEL THEEEXIEZDRVERR LZIGEZIE. EHIZ Snowflake IZER L.
FEZFICEARLEVWBDELET,

9.2. Customer Audit Rights.
9.2. BERICLIEEDHER

9.2.1. Upon written request and at no additional cost to Customer, Snowflake shall provide
Customer, and/or its appropriately qualified third-party representative (collectively, the
“‘Auditor®), access to reasonably requested documentation evidencing Snowflake’'s
compliance with its obligations under this Security Addendum in the form of, as applicable,
(i) Snowflake’s ISO 27001, 27017, and 27018, HITRUST CSF, and PCI-DSS third-party
certifications; (ii) Snowflake’s SOC 2 Type Il audit report and SOC 1 Type Il audit report;
(iii) Snowflake’s most recently completed industry standard security questionnaire, such as
a SIG or CAIQ; and (iv) data flow diagrams for the Service (collectively with Third-Party
Audits, “Audit Reports”).

9.2.1. Snowflake [&. EEICKHEEMLBERICIEL T, BFHERU - RITEHICIRE
SN-E=FBTHLIREAN (LT TEEA] EHBFHLET, ) ITRL. BEITELT,
Atxa) T BEEEIZE D Snowflake DEISESFIZEHT HLUTDIEAZE~ADT
DER%E, BEHROEMERL L TRELET, ()Snowflake M 1ISO 27001, 27017 BT
27018, HITRUST CSF i TX = PCI-DSS M ¥ — K/\—7F ¢ FBE. (ii))Snowflake ) SOC 2
AL TNEEBELR—FRUSOCLAZA T INEELR— k., (ii)Snowflake D RxFT D ERIZ
EvXa1)T45E (SID. CAIQ %) . HIZ(v) AY—ERDT—270—F (UTF.
FEEBEBRLHAET TEERE LVLVWET, )
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9.2.2. Customer may also send a written request for an audit of Snowflake’s applicable
controls, including inspection of its facilities. Following receipt by Snowflake of such request,
Snowflake and Customer shall mutually agree in advance on the details of the audit,
including the reasonable start date, scope and duration of and security and confidentiality
controls applicable to any such audit. Snowflake may charge a fee (rates shall be
reasonable, taking into account the resources expended by Snowflake) for any such audit.
Audit Reports, any audit, and any information arising therefrom shall be considered
Snowflake’s Confidential Information.

9.2.2. BEHRIL. Snowflake EE~DKREELEL. Snowflake DFEY L EBDEEEE
ETCHLAD I ENTEET, Snowflake HE LiAHFZ(F1-#. Snowflake R U EE#k
X, BEOEEMLGHMERE. SERVEM. SoICEBEICERIAS LX) T4 RY
MEEENRESHEEMICOVTEFICAET S EDELET, Snowflake (X, B

HEEFERTHIENTE, TDLEEIL Snowflake NEHET SNV —RXEEELI-LT
EENLGEBELLET., EERE. BEERUIALHLBONEERITT AT,
Snowflake DIFHRIRE AL INET,

9.2.3. Where the Auditor is a third-party (or Customer is using a third-party to conduct an
approved Pen Test under Section 9.1), such third party may be required to execute a
separate confidentiality agreement with Snowflake prior to any audit, Pen Test, or review
of Audit Reports, and Snowflake may object in writing to such third party if in Snowflake’s
reasonable opinion the third party is not suitably qualified or is a direct competitor of
Snowflake. Any such objection by Snowflake will require Customer to appoint another third
party or conduct such audit, Pen Test, or review itself. Any expenses incurred by an Auditor
in connection with any review of Audit Reports, or an audit or Pen Test, shall be borne
exclusively by the Auditor.

9.23. BEBEALNE=FTHHEHE (Thhb, BEENE=ZFITKRBEL TE 9.1 FICE
DEARBEZTERBATRA M E2THEDEE) [CIE. AZRE=FLEE. BATRAIX
[FEEEMEDKRETZITSHIIC. Snowflake & DRI TRHIRMERBZHNEDOHELZ RO S
CERDHYFET, ARE=ZFNEYLERZHZ TLEULMNRIE Snowflake DEHED
EERETHD LEEMICHIET 515821, Snowflake (FZDE=FICEHAL TEETE
BERRDZZENTEET, Snowflake NEZFEFRARIFEICIE. BEHKE. JOE=
EEBEITHH). BOEER, BATAMNEIBREEORIZTOHRITAERY T A,
EERENDEE. BEEXIIBATAMIBALTEEACRELEZVWALESIERIE,. 3R
TEEADEIEELET,

9.3 Sensitive Customer Data. Use of the Service to meet requirements of PCI-DSS, HIPAA,
FedRAMP, State Authorizing Programs, the International Traffic in Arms Regulations (ITAR), the
Defense Federal Acquisition Regulation Supplement (DFARS), the Criminal Justice Information
Services (CJIS) Security Policy, Internal Revenue Service Publication 1075 (IRS 1075) or other
similar heightened standards ("Heightened Standards”), may require additional controls which
shall be implemented by Customer. Customer must implement all appropriate Customer-
configurable security controls, including IP whitelisting and MFA for all User interactive logins (e.g.,
individuals authenticating to the Service) to protect Customer Data subject to such Heightened
Standards. Additionally, to the extent the Documentation or the Agreement (as amended) sets forth
specific requirements related to Heightened Standards (e.g., additional agreements required by
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Snowflake and/or requirements to use designated Editions and/or Regions of the Service),
Customer must satisfy such requirements before providing Snowflake any Customer Data subject
to such Heightened Standards.

93. VLT 4 ITHERT—4 PCI-DSS. HIPAA. FedRAMP, MR 704 S5 L. EEER
FEEIEE (TAR) . BHEREMAZEHAHE (DFARS) . RIEREERY—EX (CJIS) +
FayFaRYI—, AEBRAFAT 1075 (IRS 1075) . XIXZFDMIEL T b8t S hf-H#
(UTF e hizBE) LVLWET, ) OBHZHETLOICAY—ERZFERT 58,
BERIZE>TEFTSNDEMDIY FO—ILHIBBIZHZIBEENHY ET . BEHKIT. CD &
5% MEbIN-BEE] ORMRELGIBEET I EZRET LD, BEHMNEEARELETRTD
BYLBEX1UTFqarbO—)L (TRTOA—HF—REFHOST1> FZIE. FY—ERIIH
FTHREANZEILLE) IZHTBIPHRTA PR MRUMFA #8#HFT, ) 2RTTHLELDHY
Fd, SHIT, FFaAoT—2a U RIEERZH (EFRICHE-T) A, MEEShi-E#E)
[CEET HHENDEH (BIZIE. Snowflake NERT B BMDBHRIEARYS—ERDIEEIT «
2aVE LRI =23 EFERTH-ODOEHLLE) ZEHTVSEE. BFEKIE. T0 ME
fbESh-£E%) ONRELDIBEET—4 % Snowflake IZIRET 28112, FAOLOBEHZH T4
ENXHYET,

9.4 Shared Security Responsibilities. Without diminishing Snowflake's commitments in this
Security Addendum, Customer agrees:
94, X2 UT4ICHTIERRE BEHKE UTOZLICAETSHIDELFET, b
X, AtEF1) T BREKEIZE D Snowflake DEHZERTHEDTIEHY FHA.

9.4.1. Snowflake has no obligation to assess the content, accuracy or legality of Customer
Data, including to identify information subject to any specific legal, regulatory or other
requirement and Customer is responsible for making appropriate use of the Service to
ensure a level of security appropriate to the particular content of Customer Data, including,
where appropriate, implementation of encryption functionality, such as the "tri-secret
secure" feature (as described in the Documentation), pseudonymization of Customer Data,
and configuration of the Service to back-up Customer Data;
9.4.1. Snowflake A%, HEDES. R ZDMDEHEINFEINSERISLVLHNEARS
LEEH. BET—HDRE. EEMXILEEHZBEE T AEHEAESILOTEAENLS
Lo BEKIE, KAY—EXZBENICFAL, BET—2ORABRICIE L KEDEF )
TAEHRIHIERZAVET, T, BRAAEELGIEZESIC, Tri-Secret Secure ( F
#1%>%->3ytfﬁ%éhiTo)E8®H“m%‘wiﬁxﬁg? 2DES
ERUERY—ERENVI 7Y TENBET —RICHET I LLGENEENFET,

9.4.2. Customer is responsible for managing and protecting its User roles and
credentials, including but not limited to (i) ensuring that all Users keep credentials
confidential and not share such information with unauthorized parties, (i) promptly
reporting to Snowflake any suspicious activities related to Customer’s Account (e.g., a
user credential has been compromised) by submitting a support ticket and designating it
as a Severity Level 1 in accordance with the Support Policy, (iii) appropriately configuring
User and role-based access controls, including scope and duration of User access,
taking into account the nature of its Customer Data, (iv) implementing all customer
configurable User access controls for all User interactive logins (e.g. individuals
authenticating to the Service) including IP whitelisting and MFA, and, and (v) maintaining
appropriate  password uniqueness, length, complexity, and  expiration;

9.42. BEHIE., —F—0O—/LEUVRIIFEROTERVREICODVTEEZASC
L, THIZIEF. UTOEERETATIN., ChdIZELhFEEA, )TRTOL—F
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—[Ix LT, REAEFEREWBRFRE L TR, BERBLABLAVESERT S &,
(BEHDOTHO U MIELTEDLLWT VT ETAHNBESAIEZEES BIZE, 2
——ORIFRMNRE L=5HE) . YHR— bR O—IZf>T. YR—+rF7 v b
FREL. BEELALLICIEET 5 LT, BEIC Snowflake [THRET D &, (ii)#E
BET—HADOHEZHMELEZLT, A—¥Y—I2&b3 77 2 XRDEBERVERELE, 21—
—RUA—VIZE L7 A GEEBEYICEET S L, (V) ETOI—F—%EER
A4y BIZE, RY—ERITHTHEANRIGE) (Ixt L CERREAMELRLI—Y
—T7 O RHEDETERETSHE P RTA PR MRY MFA 28#F T, ) &

WVWIRART—RFOEYG—BE, RS, EHIRUBENHREHFIT LS &,

9.4.3. To appropriately manage and protect any Customer-managed encryption keys to
ensure the integrity, availability, and confidentiality of the key and Customer Data
encrypted with such key; and

943 REHNEETICLHAIESLF—ZHEYICEERVREL. F—RUZDF—IC
FYUBREShE-BEET—20TL%. TRAMRVBELHZERT S &,

9.4.4. To promptly update its Client Software whenever Snowflake announces an update.

9.4.4. Snowflake M7 v TT—rZRARLIEBEAIZEFONZVSA T YT o
TEBRHFTHI &,
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